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Data Validation within Research Networks:  
 

From Ad Hoc Practice to System Practice 



info@sentinelsystem.org 3 

Study-specific versus network data 
validation approaches 

Study Network 

“As needed / as you go” “Always Ready / Semper Paratus” 

Burden on study team Burden on quality assurance team 

Ad hoc Repeatable, Systematic, Learning 

Cost is included in the cost of a study  Cost of 0 studies == cost of 1000+ 
studies 

Variable amount of data cleaning 1400+ checks to pass a site’s QA 

Sentinel quality assurance avoids the costs and delays of having 
individual projects devote significant resources to data investigation and 
cleaning 
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Sentinel Data Validation Described  
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Every Data Partner transforms their data 
into the Sentinel Common Data Model 

Unique Data 
Partner’s Source 

Database Structure 

Data Partner’s 
Database 

Transformed into 
SCDM Format 

(DP ETL) 

Transformation Program 



info@sentinelsystem.org 6 

The data validation process 

Send a standard 
QA checking 

program to check 
DP’s ETL in 

waiting  

QA Program 

Compliance Checks  
Level 1: Completeness, 
validity, accuracy 
Level 2: Cross-variable 
and cross-table integrity 

Judgment Call Checks 
Level 3: Trends: consistency 
Level 4: Logical: plausibility, 
convergence 
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What do the checks look like 

Standardized check codes 
Check code: Table, Level, Variable Number, and Check Number 
Check code “DEM1.3.2” denotes the second level 1 check performed 
on the variable SEX in the Demographic table 
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Example: Admission and discharge date 
Completeness:  
 ADate variable has missing values 
Validity:  
 ADate variable is not SAS date value of numeric data type 
 ADate variable is not of length 4 

 

Accuracy:  
 ADate is before DDate (for IP and IS only) 
 ADate and DDate variables have values after DP_MinDate 
 

Integrity:  
 DDate variable is missing for EncType value "IP" 
 DDate variable is populated for EncType values other than "IP" or "IS” 

 
*IP = Inpatient Setting, IS= Institutional Setting like a Skilled Nursing Facility 
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The data validation process 

Send a standard 
QA checking 

program to check 
DP’s ETL in 

waiting  

QA Program 

Compliance Checks  
Level 1: Completeness, 
validity, accuracy 
Level 2: Cross-variable 
and cross-table integrity 

Judgment Call Checks 
Level 3: Trends: consistency 
Level 4: Logical: plausibility, 
convergence 
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Recall: We have a dynamic database – new 
refreshes overwrite old data 

Data Partner’s 
Database 

Transformed into 
SCDM Format 

Transformation Program 

Data Delivery 1 

Timeframe of Data 
Available in 
Database 1/1/2000 1/1/2016 

Unique Data 
Partner Source 

Database Structure 

Transformation Program 

Data Delivery 2 

1/1/2000 4/1/2016 
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Why check after every refresh? 
 Analytic tools depend on data model compliance 
 Underlying data sources are dynamic 
 Identify changes in trends, others issues or 

difference across sites 
 Ongoing studies expect consistency in data 

refreshes 
 

Communicate data validity findings with 
stakeholders 

 



info@sentinelsystem.org 12 

Example: Admission and discharge date 

• Problem with distribution of ADate (e.g., records per year) within 
the ETL 

• Problem with distribution of ADate (e.g., records per year-month) 
within the ETL 

• Problem with distribution of ADate across ETLs 
• Significant change in records per ADate (year) across ETLs 
• Significant change in records per ADate (year-month) across ETLs 
• Problem with distribution of DDate variable by encounter type 

per year-month 
• Problem with distribution of length of stay (DDate-ADate + 1) by 

encounter type per year 
 

Check distributions and patterns for significant changes  
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Example: Consistency Checks 

 Is source of inconsistency clear error or Data Partner 
changes / improvements? 
 

Incorrect Data Load Reclassification of Encounter Type  
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Data validation statistics 
 Annually, the data quality assurance (QA) team reviews 

for over 50 data deliveries across the network 
 Since 1/1/2016, a site has had to re-run the QA package 

in 16 instances to fix an issue 
 In recent data deliveries from the 5 largest sites, 25 

checks were reported in QA that required follow-up 
from the DP 
• 22 of the 25 were Level 3 checks 
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Data Review Tool: Review and documentation 
of issues 
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Data Validity and Quality Assurance 
Require Knowledge Management 
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Knowledge management: Documenting and 
communicating changes 
 Searchable internal wiki documents all data issues 
 Every issue is logged and resolution documented 
 QA team has regular interaction with programming 

and query fulfillment teams to communicate issues 
 Coordination across activities is critical 

• Analytic tool development team that builds new tools 
• Software development team that maintains and enhances 

core software tools 
• Ongoing analyses, especially sequential studies 
• Planned projects 
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Other data validation activities 

 Use of data validation query results to answer 
questions about the data 
• Investigate the uptake of new ICD-10-CM codes 
• Use of codes across the network 
• Utilization trends and missingness 
• Questions about demographics by site 
• Data availability at previous time points 

 Data validation team included in data interpretation, 
as needed 
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Example: Review identifies an anomoly 

Aetna acquires Coventry: New 
population added retroactively. 
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Responses to data validation findings 

 Sequential study: Use the “partial lock” mode so new 
users appearing in prior periods are ignored. 

 Use a prior extract to avoid issue of “new old 
data” 

 Develop sensitivity analyses to ensure enhanced 
refreshes are not introducing error 
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When are updates expected? Are the data 
reasonably complete? 

 Networks have to manage and coordinate data 
updates  

 A must for all sequential analysis 
 A must for time-sensitive queries 
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Cascade Effects of Data Expansion 
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QA package has to 
be updated to 

check new variable 

Adding a variable to the data model 

QA Package 

Data Partners have to 
change their 

transformation 
programs to populate 

new variable  

Data Expansion 
adds a new 

variable to the 
SCDM 

New Variable 

Analytic tools 
have to be 

updated to query 
the new variable 

Everyone (FDA, 
SOC, others) 

has to be 
trained to use 

these tools 
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Data Validity in Analytics 
 

Validate the tools before use 
Validate the data (again) at each use 
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Programming SOP for tool development 

Workgroup 
1. Draft Detailed 

Programming 
Specification 

3. Develop Workplan Package (SAS 
code, supporting lookup tables, 

workplan facesheet, detailed 
documentation, etc.) 

Sentinel 
Operations 

Center 

2. Review and 
Approve 

Programming 
Specification 

4. Develop QC plan and 
test case scenarios 

Workgroup 

5.Submit workplan 
package to SOC for 

audit/QC 

Auditing 
Programmer 

6. Implement 
QC Plan 

Sentinel 
Operations 

Center 

7.  
Track 

QC 
Issues 

8.  
Resolve 

and 
Close all 

QC 
Issues 

9.Submit final workplan 
package to SOC, reflecting 
all agreed upon changes 

10. Beta-test workplan package using 
internal SOC Test database 

11. Beta-test workplan package with at 
least two data partner sites 

12. Review logs and output from each 
DP site.  Transmit Results to workgroup 

for review, aggregation and analysis 

If revisions are 
needed 
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 Protocol-based analysis 
from Toh et al 
 

 ACEIs vs β-blockers: 
Adjusted hazard ratio: 
3.0 (95% CI: 2.8-3.3) 

Validity of the re-usable tools 
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Results 

From protocol-based analysis with ad hoc program 
• HR: 3.0 (95% CI: 2.8, 3.3) 
 
From PS-matched analysis with re-usable analytic tools 
• HR: 3.1 (95% CI: 2.9, 3.4) 
 

 
https://www.sentinelinitiative.org/sites/default/files/Drugs/Assessments/Mini-Sentinel_Methods_Known-Positives-ACEI-Angioedema.pdf 
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Tool validation studies 
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Validation in analytics: ICD-9 to ICD-10 
transition 

Source:  Woodworth, et al. ICPE, 2017 
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Source:  Woodworth, et al. ICPE, 2017 
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Coding era analysis example (Angioedema) 
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Coding era analysis example (Acute MI) 

Source:  Woodworth, et al. ICPE, 2017 
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Thank You 
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